
Transmission Preferred Encryption:
Frama RMail’s default settings first attempt transmission level encryption at the minimum 
sender-acceptable security level, and deliver the encrypted email right to the recipient’s 
inbox, providing the same familiar user experience as a normal email: without any 
logins, links or need to create an account. Recipients even have the option to reply 
encrypted.
IT admins can enforce the minimum TLS level for the entire organisation.

Benefits:
 � The banner adds confidence for 

the receiver that the information 
was shared securely

 � Familiar user experience
 � No logins, links or need to create 

an account

Benefits:
 � Recipient can reply encrypted
 � Option to attach up to 1GB of 

files securely in the reply at no 
additional cost

Smart Encryption



Message Level Encryption:
Frama RMail dynamic encryption engine detects whether the recipient’s server is 
able to receive the email at the minimum sender-acceptable security level and, if 
not, automatically reverts to message level encryption, wrapping the email and 
any attachments inside an AES-256-bit encrypted PDF package, delivered into the 
recipient’s inbox, with automated decryption password management.

Benefits:
 � Message and attachments 

remain encrypted at rest in the 
recipient’s inbox

 � Familiar and easy PDF user 
experience for recipient

 � The email opens in any browser 
or PDF reader

 � Digitally signed, integrity visible 
in the PDF reader

 � Recipient can access the 
attachments in any browser with 
a simple click, or directly in their 
PDF reader

Smart Encryption

integrity in communication
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